Digital Financial Basics

1. Devices to use include:
   a. Laptops
   b. Desktops
   c. Smartphones
   d. Tablets

2. Security Issues –
   a. Make sure you have antivirus/antimalware installed
   b. Use a Very Secure Password
      i. https://www.commoncraft.com/video/secure-passwords
      ii. https://techspective.net/2017/10/18/5-steps-create-secure-passwords/
   c. Enable Biometric Authentication if possible
   d. Do not bank using unknown public wifi or unknown public wireless networks
   e. Check your accounts frequently

3. Banking Online – Is it safe to bank online?
   b. https://www.nerdwallet.com/blog/banking/online-banking-security/

4. Paying via Website vs Paying through your Bank

5. Which is safer, an APP or a Browser?
   a. https://www.theguardian.com/technology/askjack/2017/jun/22/is-it-safer-to-use-an-app-or-a-browser-for-banking (I would not use any Kaspersky products, however)
   b. Microsoft Edge is a Sandboxed Browser, and considered to be pretty secure.
   c. Google Chrome is also considered to be very secure

Notes: